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1	Decision/action requested
New solution on KI#7.
2	References
[1]	3GPP TS 33.875
3	Rationale
[bookmark: _Hlk95088166]New solution on KI#7
4	Detailed proposal


**************** START OF CHANGES


[bookmark: _Toc80969093]6.X	Solution #X: Using OAuthRequired attribute during discovery for authorization mechanism negotiation
[bookmark: _Toc80969094]6.X.1	Introduction
This solution addresses Key Issue #7 "Authorization mechanism negotiation". 
[bookmark: _Toc80969095]6.X.2	Solution details
Per roaming agreement, PLMN operators have agreed one or both auth methods to their roaming contracts. Since Rel-15 PLMNs shall support OAuth2.0 for authorization, if not the preferred authorization, static authorization is possible as well.
hPLMN decides which authorization method is to use and indicates during discovery the selected authorization method by setting the "OAuthRequired" attribute to true, i.e. OAuth2.0 is requested, or false, i.e. static authorization will be used.
6.X.2	Evaluation
If PLMN operators follow the standard and support OAuth 2.0 or at least the discovery method according to the existing standard, authorization mechanism negotiation is implicit by setting the "OAuthRequired" attribute.
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